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## QUESTION 1

Which two Network Discover/Cloud Storage targets apply Information Centric Encryption as policy response rules?
A. Microsoft Exchange
B. Windows File System
C. SQL Databases
D. Microsoft SharePoint
E. Network File System (NFS)

Correct Answer: AD

## QUESTION 2

A company needs to secure the content of all Mergers and Acquisitions Agreements However, the standard text included in all company literature needs to be excluded. How should the company ensure that this standard text is excluded from detection?
A. Create a Whitelisted.txt file after creating the Vector Machine Learning (VML) profile.
B. Create a Whitelisted.txt file after creating the Exact Data Matching (EDM) profile
C. Create a Whitelisted.txt file before creating the Indexed Document Matching (IDM) profile
D. Create a Whitelisted.txt file before creating the Exact Data Matching (EDM) profile

Correct Answer: C
Reference: https://help.symantec.com/cs/dlp15.0/DLP/v27161240_v120691346/White-listing-file-contents-to-exclude-from-partial-matching?locale=EN_US

## QUESTION 3

Which Network Prevent action takes place when the Network Incident list shows the message is "Modified"?
A. Remove attachments from an email
B. Obfuscate text in the body of an email
C. Add one or more SMTP headers to an email
D. Modify content from the body of an email

Correct Answer: C

## QUESTION 4

A DLP administrator determines that the \SymantecDLP\Protect\Incidents folder on the Enforce server contains. BAD files dated today, while other. IDC files are flowing in and out of the \Incidents directory. Only .IDC files larger than 1MB are
turning to .BAD files.
What could be causing only incident data smaller than 1 MB to persist while incidents larger than 1MB change to .BAD files?
A. A corrupted policy was deployed.
B. The Enforce serverl\'s hard drive is out of space.
C. A detection server has excessive filereader restarts.
D. Tablespace is almost full.

Correct Answer: D

## QUESTION 5

When managing an Endpoint Discover scan, a DLP administrator notices some endpoint computers are NOT completing their scans. When does the DLP agent stop scanning?
A. When the agent sends a report within the "Scan Idle Timeout" period
B. When the endpoint computer is rebooted and the agent is started
C. When the agent is unable to send a status report within the "Scan Idle Timeout" period
D. When the agent sends a report immediately after the "Scan Idle Timeout" period

Correct Answer: C

