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QUESTION 1

Which option should an administrator utilize to temporarily or permanently block a file? 

A. Delete 

B. Hide 

C. Encrypt 

D. Blacklist 

Correct Answer: D 

 

QUESTION 2

Which URL is responsible for notifying the SES agent that a policy change occurred in the cloud console? 

A. spoc.norton.com 

B. stnd-ipsg.crsi-symantec.com 

C. ent-shasta.rrs-symantec.com 

D. ocsp.digicert.com 

Correct Answer: D 

 

QUESTION 3

Which antimalware intensity level is defined by the following: "Blocks files that are most certainly bad or potentially bad
files. Results in a comparable number of false positives and false negatives." 

A. Level 5 

B. Level 2 

C. Level 1 

D. Level 6 

Correct Answer: D 

 

QUESTION 4

Which two (2) skill areas are critical to the success of incident Response Teams (Select two) 

A. Project Management 
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B. Incident Management 

C. Cyber Intelligence 

D. Incident Response 

E. Threat Analysis 

Correct Answer: CD 

 

QUESTION 5

An administrator learns of a potentially malicious file and wants to proactively prevent the file from ever being executed. 

What should the administrator do? 

A. Add the file SHA1 to a blacklist policy 

B. Increase the Antimalware policy Intensity to Level 5 

C. Add the filename and SHA-256 hash to a Blacklist policy 

D. Adjust the Antimalware policy age and prevalence settings 

Correct Answer: D 
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